
Having the right data security measures for your business will not only help defend against cyber attack, 
but assure your customers, partners AND supply chain network that you are fit for purpose.

TAKE OUR QUICK QUIZ TO FIND OUT HOW RESILIENT 
YOUR BUSINESS IS:

How resilient is your 
business to cyber 

attack?

CONTACT AMICUS ITS 
To start talking about how we can help you to 
achieve the security you need to make your 
organisation safe and resilient to the threat of 
cyber attack.

Introducing Foxcatcher, our holistic cyber 
security service
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NO

Call 02380 429429 or  
email enquiries@amicusits.co.uk

www.amicusits.co.uk  |    

VERDICT
Ensure you have full data handling and cyber 

security measures in place corporately to prevent 
being at risk of severe financial penalty and 

sanctions.

Ensure your Data Controller and Board are aware 
of the penalties for mishandling data:

If your business handles personal data for any 
EU residents, you are 100% at risk from heavy 

financial sanctions (individual fine or conviction = 
£5,000 pp or company fine + individual prosecution 

of £500,000 in 2016 – rising to 4% of global 
turnover with the implementation of the EU Data 

Protection Regulations in 2017.

VERDICT
If you are a business, you will be using some sort 

of devices (desktops, laptops, tablets, phones) 
which will connect between the outside world 

and your organisa-tion’s network. Therefore you 
will ALWAYS need to ensure you have full and 

up to date data security measures, policies and 
procedures to ensure resilience.

If you are you a supplier to any other businesses 
or organisations and you have not reviewed your 

cyber security, you could be the vulnerable link for 
a cyber breach in the supply chain to a third party 

organisation and accountable for remedies.

YES NO

NO

NO

NOYES
Does your organisation allow 
users’ devices to connect to 

your network?

Do you have a member of  
the Board who represents 

cyber security on the monthly 
Board agenda?

NOYES

Get your IT infrastructure 
reviewed regularly and tested 
for gap analysis and corrective 
steps by security specialists to 

ensure your perimeter  
is guarded.

Has your IT infrastructure 
check been done in the last 

twelve months? These security 
assessments will only give 

you a picture of your current 
environment and working 
with us will ensure that 

proactive remedial steps can 
be recommended for rapid 

implementation to ensure your 
perimeters remain resilient.

Do you have the same view 
on your infrastructure that a 

hacker would have?

Get specialist data security 
advice from an ISO27001 
service provider to create 
your security policies and 
procedures - and include 

an Incident Response Plan 
that your management team 

understand and have practiced.

We recognise that policies 
and procedures are forever 

changing and difficult to keep 
up with and that today’s 
regulatory directives will 

rapidly turn into tomorrows 
Regulations (2017). Don’t fail 
to act, check your processes 

against best in market practice 
from our experts.

NOYES

Do you have a full range of up 
to date and relevant security 

policies and procedures - and a 
practised and proven Incident 

Response Plan?

Are you confident that they 
have time to be 100% up to 
date and providing you with 
a definitive picture of your 

ringfenced security?

Don’t worry, we have data 
security and cyber experts who 
can share their expertise and 
knowledge of best practice 
IT security advice and offer 
your firm direct assistance 

and guidance on a six monthly 
basis to improve the resilience 

of your organisation.

IF YOU HAVE 
ANSWERED 1 X NO

YOUR BUSINESS IS IN 
GOOD SHAPE

Your organisation is working hard  
to ensure it stays safe. With your 
positive guidance and support you 
will continue to provide education 

and robust cyber strategies to your 
organisation to stay afloat. You have 
a good degree of understanding and 

awareness of your responsibilities and 
accountability. Continuing to share 
the cyber threat message amongst 

your staff will inspire confidence and 
underpin your resilience to defend 

against threat, whilst remaining open 
minded to considering new cyber 

security initiatives.

Let Amicus ITS manage you 
and keep you up to date.

IF YOU HAVE 
ANSWERED 2 X NO

YOUR BUSINESS IS 
SLIGHTLY STRETCHED

You’ve done all the basics, but are 
possibly relying more on hope than 
evidence that your organisation will 

not be a target at some point for cyber 
criminals. You need to step up your 

game to ensure that cyber becomes a 
central part of your business plan and 

that from Director level downwards you 
are engaged to educate everyone about 

cyber threat and positive processes 
backed by policy. Get specialist cyber 

security advice and take on board 
recommendations to bolster your IT 

infrastructure and data security.

Let Amicus ITS manage you 
and keep you up to date - 
and allow us to protect and 

educate you.

IF YOU HAVE 
ANSWERED 3 X NO

YOUR BUSINESS IS 
FEELING THE STRAIN

You are not aware or do not understand 
the risks fully of the threat from 
cyber attack and possibly believe 

your business is not a typical target. 
You might even think it’s all about 
scare tactics. You are leaving your 

organisation and future profitability at 
risk if you do not take swift remedial 
action. Engage with security experts 

to do regular root and branch reviews 
and assist you in your defence journey. 
Take time to share new insights with 

everyone in your business to encourage 
understanding and responsibility.

Let Amicus ITS manage you 
and keep you up to date, 
allow us to protect and 

educate you. Please contact 
us immediately to help 

reduce your risk.
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